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# MODE D’AUTHENTIFICATION

L’authentification à l’api de BileMo utilise la technologie JWT dont le principe consiste à demander à l’api un jeton d’authentification en lui fournissant un nom d’utilisateur et un mot de passe.

Pour ce faire, envoyez une requête POST à l’url de l’api, puis à cette route : /api/login\_check, avec les paramètres suivants :

* \_username : votre nom d’utilisateur
* \_password: votre mot de passe

Si l’utilisateur existe bien en base de données, un code 200 vous sera retourné ainsi qu’un tableau contenant votre jeton (de clé “token”). Sinon, un code 401 vous sera retourné ainsi que le message “Bad Credentials”.

Vous pouvez ensuite utilisez l’API pour aussi longtemps que le jeton sera valide. Pour ce faire, il vous sera demandé d’ajouter à vos requêtes le header HTTP “Authorization”, de valeur “Bearer votre\_jeton”.

# QUI PEUT S’AUTHENTIFIER

Tout utilisateur présent en base de données peut s’authentifier.

# LES ROLES

L’api est gérée par ses utilisateurs. Un utilisateur peut avoir deux rôles :

* ROLE\_USER : peut accéder à la section des Customer et des Product
* ROLE\_ADMIN : a les mêmes avantages que ROLE\_USER mais peut aussi accéder à la section User, et ainsi consulter, ajouter ou supprimer des utilisateurs.

# LA DUREE D’AUTHENTIFICATION

L’authentification est valable pour une durée de 30 minutes par défaut. Au delà, un message d’erreur explicite sera retourné ainsi qu’un code d’erreur 401.

Pour modifier cette durée pour tous les utilisateurs, il est nécessaire de modifier les paramètres de l’API situés dans le fichier app/config/parameters.yml, sous la clé jwt\_token\_ttl (en secondes).